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Systems of algebraic equations are widely used problems in various fields,
and improving their solution methods and implementing them is an
important task. In our research lab, we are investigating systems of algebraic equations over finite fields.
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i o " Public-key cryptography aims to ensure the security of communication based on the

y difficulty of mathematical problems. In our research lab, we are estimating the

5 complexity of various attacks that reduce the problems appeared in cryptography to

Lot 0L systems of algebraic equations.

@ W, ARELBTFHEBCLIRE~OREE LT, BEN =
5 MR, ESRE. AESEMNE. ETREAERAMNEL SO -
LW ZREEZEIC L -AFARESIREF SN TOEY, HHRET S -
. BELT BEBEROBBEMEGY 5 SHAREERRIR o B
Y, RIRORESIZH - HEREOBEICRY BATVET, [
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such as the shortest vector problem, the decoding problem, the isogen . e
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quantum computers. In our research lab, we are tackling various mathematical
objects as the foundation technology for an advanced information society and
developing mathematical techniques for next-generation cryptography. !

F—J—F (Keyword) KR#Epg7I)LT) XL (Algebraic Algorithm)
BEMHE (Specialized Field) 175 R % E 5 5 (Information theory)

HEARATRERL T (Possible Technology
of Cooperative research)
R - BEEFTE i e .
BB ﬁ R we'bs1te ) https://info.ibaraki.ac.jp/Profiles/128/0012742/profile.html
(Related articles - patent information)
BZeE%{E (Research Facility)

#ZE=URL (Lab. URL)
E-mai | shuhei. nakamura. fs71@vc. ibaraki. ac. jp

&5 5% (Cryptography)




